	SYFR Template for Equality Impact Assessments 

	Introduction
You may find it helpful to read Equality Impact Assessments: Guidance for Conducting Assessments.  Examples of assessments and other useful information can be found in the Equality & Diversity section of the intranet.

Remember that the outcome of any equality impact assessment (EIA) should be service improvement. At the conclusion of the assessment these improvements should be documented in the action plan and added to your business plan.

This document is a standard template designed to make you consider the needs of all kinds of people in the community.


	NB: Please highlight and overtype all italic writing ONLY in the following boxes.


Title of EIA – Data Protection
Part 1 – What are the aims of the service/policy you are assessing? 

	1.1 What is being assessed? Is it new or is it an existing service/policy?                                                                                                            What is the main aim or purpose of the service/policy

	Data Protection Policy 
This is an existing Policy that aims to ensure that departments within South Yorkshire Fire and Rescue apply appropriate measures to comply with the eight principles of the 1998 Act  and so meet our statutory requirements and mitigate against penalties applied under the Act.


	1.2 Who is responsible for the service/policy? Who are the members of the assessment team? Who is responsible for the assessment?

	Responsibility for the policy lies with the organisations Data Protection Officer.  


	1.3 Who implements the service/policy? Is the service/policy provided solely by the team/service/directorate or in conjunction with another team/service/directorate, agency or contractor? If external agencies are involved, what actions are going to be put in place to ensure that they comply with the Authority’s Equality and Diversity policies?

	The Policy is implemented by the Data Protection Officer following the Guidelines of the Data Protection Act 1998 provided by the Information Commissioners Office. The Act includes legislation to protect the confidentiality of sensitive personal data.



	1.4 To what extent does the service/policy have an impact on people? Who is affected by the service/policy and how?

	The Policy impacts on the following groups of people.

South Yorkshire Fire and Rescue as an organisation and Fire Authority

Individuals within the organisation

Customers/Clients of the organisation

Members of the Public

The Data Protection Act already requires SYFR to ensure that it takes particular steps to protect the confidentiality of sensitive personal data as defined by the Act.  SYFR is compliant with this requirement and  the Policy demonstrates to our customers that SYFR operates with due diligence and responsibility.  


	 1.5 How has the service/ policy been promoted or explained to these groups of people?  What analysis has been done to identify if the service/policy is meeting the needs of ALL these groups of people?

	To ensure compliance with South Yorkshire Fire and Rescue’s obligations as a data controller, staff have been trained to provide them with the practical knowledge and skills they need to comply with the Data Protection Act.   Using the policy as a basis, the training included detailed explanations of all eight principles of the Act and case studies, to explore the practical implications of the law.   Feedback from these training sessions, are available.
The Policy is published on the Intranet and on SYFR’s Web Site, along with guidelines for both subject access and data handling.



Part 2 – What data and research do you need to consider?

You need to assess whether certain groups of people may be experiencing a barrier to accessing your service and /or be disadvantaged by your policy. This section should help you identify the sort of information that will help you to do this.

	2.1 What data, information or results of consultation exercises are available to you to use in your assessment?

	This is  not really applicable, given the heavily statutory nature of the service.  Any consultation would take place on a national basis, and is the responsibility of the DCLG or the Information Commissioner.


	2.2 What does the information tell you about the value of the service/policy to those intended to benefit from it? What complaints have been made about the service/policy and have they been from minority groups of staff/customers?

	The organisation has had no complaints made relating to how it handles/processes personal information and no complaints have been made to the Information Commissioners Office.

	2.3 Does the information suggest that this service/policy could have a differential impact on certain groups of people? 

	It has not been possible to identify any adverse impact arising specifically from the Policy.



Part 3 – Assessment of impact

Testing of differential (adverse, neutral or positive) impact of service/policy on groups of people.

This section asks you to assess the impact of the service/policy in relation to people across the six strands of diversity covered by the Equality Standard for Local Government and SYFR Equality and Diversity Scheme, along with any impacts on other groups which may be relevant to our services.
3.1 Using the information available, identify the effects on this service/policy on the following groups
Note: that you may be able to justify a positive differential impact on grounds of promoting equal outcomes for under represented or disadvantaged groups within the law
See glossary of terms in guidance to assist you.

(Please tick the appropriate box)







        
	
	Adverse
Impact
	Neutral
Impact
	Positive
impact
	Explain your answer

	RACE


	
	*
	
	

	GENDER
(Men, women, transsexual people)


	
	*
	
	

	DISABLED PEOPLE

	
	*
	
	

	AGE
(Across the whole age spectrum)
	
	*
	
	

	SEXUAL ORIENTATION
(Heterosexual, bisexual people. Lesbians, Gay men)


	
	*
	
	

	RELIGION/BELIEF
(and Faith)

	
	*
	
	

	OTHER
(Additional groups that may experience impacts)

	
	*
	
	


Part 4 – Identifying the changes & improvements you need to make
For any area of adverse impact you will need to consider making changes. If sufficiently adverse to amount to illegal discrimination you will need to consider the option of abandoning the policy/service approach causing the adverse impact.
	4.1 In Section 3, did you identify any adverse impact? Could it be illegal?

	No adverse impact identified


	4.2 How can the barriers be removed or disadvantage minimised? How can you make sure that this situation is avoided in the future?

Ensure compliance with the legislation required under the Data Protection Act 1998 as issued by the Information Commissioners Office.


	4.3      What equality monitoring, evaluation, review systems will be set up to carry out regular checks on the effects of the policy/service?

	Number of requests received.  Percentage of requests complied with within statutory timescales. Complaints received about the level of response. Complaints to the Information Commissioner.



	Date completed

	15/01/2009
	Signed by (Manager conducting the EIA)
	L. Gregory


Part 5 – Equality impact assessment action plan

Please use this section to develop an Action Plan to implement the key recommendations of the equality impact assessment:

Please note that this Action Plan should address any concerns or issues related to equality and diversity that have been identified in the equality impact assessment 

This plan should be integrated into your Service/Business Plan.

	Recommendations


	Actions Required
	Timeframe
	Resources required / Costs
	Lead Officer
Responsible
	Relevant Outcome/Performance Indicator

	
	
	
	
	
	

	
	
	
	
	
	


Part 6 – Equality impact assessment summary report
The results of equality impact assessments must be presented to the Fire & Rescue Authority & published on SYFR website.  Please complete this summary, which will be used to report the EIA to the Fire and Rescue Authority.  Please return the completed Equality Impact Assessment to the Equality & Diversity Manager.
	Date of assessment
	15/01/2009

	

	Manager’s name
	L. Gregory
	Role
	ICT Manager

	

	Service/ policy that was impact assessed
	Data Protection Policy

	

	

	Summary of findings recommendations and key points of action plan
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